**Ders 1.3 Siber Suç ve Elektronik Delillerle ilgili Uluslararası İşbirliğine ilişkin Hukuki Çerçeve (çevrimiçi sürüm)**

|  |  |  |
| --- | --- | --- |
| Ders 1.3 Siber Suç ve Elektronik Delillerle ilgili Uluslararası İşbirliğine ilişkin Hukuki Çerçeve (çevrim içi sürüm) | | Süre: 60 dakika |
| **Gerekli Kaynaklar:**   * Hazırlanmış Materyallerle uyumlu yazılım sürümlerinin yüklü olduğu PC/dizüstü bilgisayar (Laptop) * İnternet erişimi * PowerPoint veya diğer sunum yazılımları * Video konferans yazılımı * Katılımcılar için Budapeşte Sözleşmesinin bir örneği | | |
| **Oturumun Amacı:**  Bu oturumun amacı siber suçun ne olduğu, Budapeşte sözleşmesinin maddi ceza hukuku ve usul hukuk hükümleri, uluslararası işbirliğine olanak sağlayan çeşitli yasal çerçeveler hakkında bilgileri hatırlatmak ve Budapeşte sözleşmesi ve bunun uluslararası işbirliği hükümlerine ve Budapeşte Sözleşmesine ek ikinci protokole ilişkin bir genel değerlendirme sunmaktır. | | |
| **Hedefler:**  Bu oturumun sonu itibariyle katılımcılar:   * Siber suçlar ve elektronik delillere ilişkin kavramları ve Budapeşte Sözleşmesinin ilgili hükümlerini tanımlayacak * Resmi uluslararası işbirliğine ilişkin farklı kanalları ve mekanizmaları anlayacak * Budapeşte Sözleşmesini siber suçlar ve elektronik delil alanlarında işbirliği için önde gelen bir araç olarak ele alacak * Uluslararası işbirliğine ilişkin farklı kanal ve mekanizmalar arasındaki benzerlikleri tespit edecek. | | |
| **Eğitici Rehberi**  Bu oturum, katılımcılara Budapeşte Sözleşmesi ve uluslararası işbirliğinin oluşturulmasını sağlayan uluslararası çerçeveler hakkında temel bilgi vermeyi amaçlamaktadır. Oturum giriş ve sonuç kısmına ek olarak dört bölüme ayrılmıştır.  Bu oturumun gerçekleştirilmesinden önce eğiticinin Siber Suçlar Sözleşmesi Açıklayıcı Raporunun 22 ila 231’inci paragraflarını gözden geçirmesi tavsiye edilmektedir. | | |
| **Ders İçeriği** | | |
| **Slayt Numaraları** | **İçerik** | |
| 1 - 3  Zorunlu Slaytlar | Açılış slaytları oturuma giriş niteliğindedir ve oturumun gündemini ve amaç ve hedeflerini içerir. | |
| 4 - 8  Zorunlu Slaytlar | Bu slaytlar nelerin siber suç teşkil ettiğine dair bir hatırlatma sunmaktadır. Bu slaytlarla eğiticinin iletmesi gerektiği ana mesaj, her şeyin bir siber suç olmadığıdır. Eğitici çeşitli geleneksel suçları örnek olarak gösterebilir (mesela cinayet, hırsızlık gibi) ve katılımcılara bir bilgisayar sisteminin ya da bilgisayar verisinin bir suçun işlenmesine dâhil olmasının o suçu bir siber suça dönüştürüp dönüştürmeyeceğini sorabilir. | |
| 9-15  Zorunlu Slaytlar | Bu slaytlar, Budapeşte Sözleşmesi’nin kapsamına dair bilgiler sunmaktadır. Bu slaytlar Budapeşte Sözleşmesi’nin “üç sütunu” (suç sayılan eylemler, usul araçları ve uluslararası işbirliği) hakkında bilgi vermektedir. Eğitici, ilk iki sütunun bu oturumun önceki bölümünde anlatıldığını, bununla birlikte bu dersle ilgili en önemli sütun olan uluslararası işbirliğinin, bir sonraki gün anlatılacağını belirtebilir. Bu bölüm, Budapeşte Sözleşmesi’nin uluslararası işbirliğine dair kurallarını özetleyen bir slayt ile tamamlanmaktadır. | |
| 16 - 29  Zorunlu Slaytlar | Bu slaytlar, resmi uluslararası işbirliğine ilişkin uluslararası ortama dair bir değerlendirme sunmaktadır. Slaytlarda diğer bölgesel araçlardan önce Birleşmiş Milletler Uyuşturucu ve Suç Ofisi (UNODC) sözleşmeleri (BM Ulusaşırı Organize Suçları Önleme Sözleşmesi UNTOC ve BM Yolsuzlukla Mücadele Sözleşmesi UNCAC) ve Avrupa Konseyi Sözleşmeleri (Budapeşte Sözleşmesi, Cezai İşlerde Karşılıklı Adli Yardım Avrupa Sözleşmesi) ele alınmaktadır. Bu bölüm bir anketle sorusuyla sona ermektedir. | |
| 30-32  Önemli Slaytlar | Eğitici, öğrenme hedeflerini katılımcılarla birlikte tekrar gözden geçirmeli ve katılımcılara bu modülde sunulan konulara ilişkin soru sormaları için fırsat vermelidir. | |
| **Uygulamalı Egzersizler**  Bu ders için uygulamalı egzersiz öngörülmemektedir. | | |
| **Değerlendirme/Bilgi Kontrolü**  Bu oturum için bilgi kontrolü veya değerlendirme istenmemiştir. | | |
|  |  |  |